Overview

This course is aimed to executives to know how to understand the risks, how top management should build and operate the organization which investigate cybercrime continually evolving. Through this course, you will learn issues to be addressed and what top management should take care of first.

A framework in CIBOK

The Cybercrime Investigations Management Framework shows the five elements necessary for top management to understand what cybercrime investigations organization should be and how the structure should be like. By learning each area, you will learn what kind of organization you should have for combating cybercrime correctly.
Learning Goals

- To be able to understand how top management should compose a team dealing with.
- To be able to understand what top management accountability regarding to explain cybercrime is and what top management should do to fulfill its responsibility.
- To be able to understand how to define purpose and significance of dealing with cybercrime in your organization.
- To be able to understand how you should consider the impact of cybercrime as a risk to the organization.
- To understand the essence required for a strong organization to deal with cybercrime.

Topics (Half day course)

- Introduction
- Why cyber risk is national risk, social risk and management risk?
- Can nations, society, and companies correctly respond to risks?
- Right understanding about cybercrime.
- How do cybercrime investigations go on?
- What does it mean to solve cybercrime correctly.
- Information sharing on cybercrime.
- How to build organizational capabilities that can solve correctly.

Who should take this course

- Top management at law enforcement

Prerequisites

- Management experience as a organization’s top.
- Management experience as a candidate for the next management.